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Abstract of the contribution: This paper proposes a key issue on Non-public network support to service providers.
Discussion
The following are the service requirements with respect to the non-public network specified in TS 22.263. 
· Based on MNO and NPN policy, the 5G system shall support a mechanism to enable MNO to update the subscription of an authorized UE in order to allow the UE to connect to a desired NPN. This on-demand mechanism should enable means for a user to request on-the-spot network connectivity which is authorized by its MNO.
· The 5G system shall enable an NPN to be able to request a third-party service provider to perform NPN access network authentication of a UE based on non-3GPP identities and credentials supplied by the third party service provider.

· The 5G system shall enable an NPN to support multiple third-party service providers.

· The 5G system shall enable an NPN to be able to request a PLMN to perform NPN access network authentication of a UE based on 3GPP identities and credentials supplied by the PLMN.

· Based on operator policy, the 5G system shall support a mechanism to provision on-demand connectivity (e.g. IP connectivity for remote provisioning). The 5G system shall support an on-demand mechanism for a user (human or software) to request on-the-spot network connectivity while providing operators with identification and security tools for the provided connectivity.

· The 5G system shall support a secure mechanism for a network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.

· In the event of a loss of communication between RAN and core network, the 5G system shall be able to provide capability to securely re-connect an NPN network function within a short period of time (<1s).

The key issue proposed in this paper aims at addressing the architectural enhancements required for non-public network to fulfil the service requirements highlighted above. 
Proposal

It is proposed to approve the following changes to the TR 23.XXX "Study on enhanced support of Non-Public Networks".
*** Start of changes ***
5.Y
Key Issue Y: Stand-alone non-public network support to service providers
5.Y.1
Description
This key issue aims at studying the enhancements required for the stand-alone non-public network to support service providers . Solutions to this key issue are expected to address the following aspects:
· Whether and how a NPN can support and differentiate multiple service providers .
· How a NPN based on the non-3GPP identities and credentials supplied by the third party service provider performs NPN access network authentication of a UE ?
· How a NPN based on the 3GPP identities and credentials supplied by a PLMN performs NPN access network authentication of a UE?
*** End of changes ***
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